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Areas of expertise: 
 

• Software management (design, CI/CD, distribution) 
• Modeling and measurements of live complex systems (Internet, social networks, 

mobile systems, blockchains, etc.) 
• Data-driven methods to understand and mitigate online malicious activity 

(cybercrime, online harassment, trolling, disinformation) 
• System security with an application to web and mobile systems 
• Malware analysis and mitigation 
• Threat modeling 
• Penetration testing 
• Game theory and network economics 
• Side-channel analysis 
• Knowledge graphs 

 
 

Awards and honors: 
 

• NSF CAREER Award (each team member) 
• ECE Award for teaching excellence (each team member) 
• Numerous best paper awards and honorable mentions (IEEE CNS 2016, ACM IMC 

2018, IEEE ICBC 2020, ACM CCS 2022)  
• Members of editorial boards and programming committees of top security 

venues (e.g., IEEE Transactions on Information Forensics and Security, IEEE S&P, 
USENIX Security, NDSS, ACM CCS, ACM IMC)   
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